E-environment



Strategic Agility

* The capability to innovate and so gain
competitive advantage within a market place
by monitoring changes within an
organization’s marketplace and then to
efficiently evaluate alternative strategies and
then select, review and implement appropriate
candidate strategies

Chaffey et al (2008)



Macro-environment International
* Economic factors
* Legal constraints
* Cultural factors

Technology Society
* Innovation . * Public opinion
rganization .
* Trends Organizatio * Moral constraints

* Ethical constraints

Country specific
* Economic factors
* Legal constraints
* Cultural factors

Key
Suppliers Competitors A Intermediaries . Customers




SLEPT Factors

* Macro-environment
—Social
—Legal
—Economic
—Political
— Technological



Social

 Demand analysis (part of micro-environment)
— Have access to the channel.
— Are influenced by using the channel.
— Purchase using the channel.



In summary

Customer adoption of Internet Technology

* Internet usage- levels of access, amount of
usage

 |[nfluence on offline purchase
* Proportion of online purchases



Social barriers to adoption
of the internet

No perceived benefit
Lack of trust
Security problems
Lack of skills

cost



Legal and ethical issues of internet usage

Data protection and Privacy law
Disability and Discrimination Law
Brand and Trademark protection
Intellectual Property Rights
Contract Law

Online advertising Law



Ethical issues and data protection

Ethical issues concerned with personal information
ownership have been usefully summarised by Mason
(1986) into four areas:

. Privacy — what information is held about the
individual?
. Accuracy —is it correct?

. Property — who owns it and how can ownership be
transferred?

. Accessibility — who is allowed to access this
information, and under which conditions?



Ethics — Fletcher’s view

Fletcher (2001) provides an alternative
perspective, raising these issues of concern
for both the individual and the marketer:

— Transparency — who is collecting what
information?

— Security — how is information protected
once collected by a company?

— Liability — who is responsible if data is
abused?



The eight principles for data protection

Information Commissioner (1998)
Personal Data should be:

« Fairly and lawfully processed;

« processed for limited purposes;
 adequate, relevant and not excessive;
 accurate;

* not kept longer than necessary;

« processed in accordance with the data subject's
rights;

* Ssecure;
* not transferred to countries without adequate
protection.

www.dataprotection.gov.uk




Worldwide regulation on Privacy

www.privacy.gov.au (Australia enacted a SPAM
act in 2003)

www.privcom.gc.ca (Canada has a privacy act)

www.privacy.org.nz (New Zealand Privacy
Commissioner)

www.spamlaws.com (summary for all countries

www.ftc.gov/spam (US in january 2004 CAN-
SPAM Act)
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Legal — Sparrow’s eight areas

Marketing your e-commerce business
Forming an electronic contract
Making and accepting payment

Authenticating contracts concluded over the
Internet

E-mail risks

Protecting intellectual property
Advertising on the Internet
Data protection



Economic / Political

* Ensuring companies competitive
— Funding for education and technology:

— Promoting new technology e.g. broadband
12% in UK, 70% Taiwan, South Korea

* Achieving government efficiencies E-
government

—e.g. all UK services online by 2005
— Singapore ‘Intelligent Island’
— Trinidad and Tobago-Vision 2020- eReadniess



Political control of online comparison
iIntermediaries

— Set up authorities to monitor e.q.:

* Financial Services Authority- banking
products,

* Ofcom- mobile phone and broadband
services

Internet governance- control operation and use of
iInternet e.g. domain name control www.icann.net

Taxation regimes
— Legislation for offshore trading
— Tax jurisdiction




Technological issues

» Rate of change

— Which new technologies should we adopt?
« Monitoring for new techniques
« Evaluation — are we early adopter?
» Re-skilling and training

* Are our systems secure?- Web Security



 Alternative digital technologies
— Mobile or wireless access devices
— Bluetooth wireless applications
—IPTV
— Interactive digital TV (iDTV
— Digital Radio



Diffusion of adoption curve

1. Innovators (2.5%)

2. Opinion leaders (13.5%)
3. Early majority (34%)

4. Late majority (34%)

5. Laggards (16%)

Number of new adopters

Conservative adopters

Leading edge

Time

Figure 4.13 Diffusion—adoption curve



Responses to change in technology
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Figure 4.15 Alternative responses to changes in technology



Porter’s Five Forces

Bargaining
powers of
customers

Power of
suppliers

The business

Threat of
substitutes

Extent of rivalry

between
competitors

Threat of new
entrants




Competitive Threats

Supplier Intermediary L
threats - threats Organization

-
e



forces

Impact of the Internet on the five competitive

Five forcaes

Bargaiming powear

Bargaining power

Threat of substitute

Barriers to amtny
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SWOT ANALYSIS

The organisation

Stengths - S

1. Existing brand

2. Existing customer base
3. Existing distribution

Weaknesses - W

1. Brand perception
2. Intermediary use
3. Technology/skills
4. X-channel support

Opportunities - O SO strategies WO strategies

1. Cross-selling Leverage strengths to Counter weaknesses through
2. New markets maximise opportunities exploiting opportunities

3. New services = Attacking strategy = Build strengths for

4. Alliances/Co-branding attacking strategy

Threats - T ST strategies WT strategies

1. Customer choice Leverage strengths to Counter weaknesses and

2. New entrants minimise threats threats

3. New competitive products | = Defensive strategy = Build strengths for

4, Channel conflicts

defensive strategy




Example SWOT




SWOT Continued




